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ABSTRACT

The change of social transform into information age, it is originally that people
communicate by depend on language and literature were mainly. To transfer into communication
with electronic language which has an effective in processing. Consequently, nowadays, there is
the stipulation of electronic media use for witness in court trial, except material evidence,
documentary evidence or witness which may prove whether the defendant is guilty or innocent.
To claim a witness but in part of the witness category, even though the electronic data shall have
characteristic in documentary witness and material witness but these data have special characteristic
which difference from documentary witness and material witness in general. Thus, there is a.
special method for adduction, especially the acceptance of electronic data apply for another
category of witness which more suitable .When manage electronic information to another category,
the point worth considering is how the law must provide adduction method and the principle of
hearing. In addition, it will bring the suppression of evidence such as; the principle of hearing
evidence which is the best principle and the principle of hearing oral evidence to apply in process.

To apply the electronic documentary witness, it could be claim evidence to the court
trial under the law. The court does not reject the hearing of information as it is the electronic
information. On the other hand, this information whether will have reliability for hearing in
substance or not. They are the court discretion which are the listener of information in weighing

the evidence by apply the reliability rule which provided under section 10 paragraph 2 (the Electronic
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Transaction Act B.E. 2544) enforce to consideration criterion and suggestion. The law must specify
training and improvement for information security. Moreover, the law should prescribe the
adaptation of attitude, popularity and habitude. In Thai’s evidence system, according to the provision
of the Civil Procedure Act, is also implemented to the criminal procedure too. They will be the
system of witness, documentary witness, material witness and expert witness or specialist which
do not design for computer evidence or electronic .As a result, they should be adjust because it 1S
necessary for inquiry official including related person in justice system until court system.

From this study, therefore, the writer suggests that the court should provide the
stipulation of judicial process and the hearing of electronic evidence by specify the presentation
measure and the adduction method. It results to the benefit for weighing the evidence of court

both civil cases and criminal cases in order to make a reliability of electronic evidence.



